Understanding Pass-the-Hash (PtH) Attacks...and Mitigating the Risk

Explore this Evolving Threat and the Dell Software Solutions that Can Help Protect Your Organization

Abstract

Even though the pass-the-hash (PtH) attack was originally published by Paul Ashton in 1997 and several white papers and tech briefs have been written on the topic\(^1\), these types of attacks have recently come to the forefront again. Given this reality, organizations need advanced solutions that can help protect them. After providing a quick overview of what a hash is and how PtH attacks work, this paper discusses the mitigation strategies recommended by Microsoft and the National Security Agency (NSA), and explains how two solutions from Dell Software can help your organization implement those mitigations.

Introduction

What is a hash?

Before we can explore the pass-the-hash attack, it’s essential to define a hash. For each user and administrator account on a system, the operating system stores the username and a password in order to perform authentication. However, instead of storing the password in clear text, the operating system uses cryptographic hash functions to create a hash value that it stores instead.

When a user tries to authenticate to the system, the system takes the password input by the user, computes its hash value and compares the computed hash against the stored hash. If the hashes match, then the user is allowed access to the system.

All of the hash values used to log on to a computer are stored in the Security Account Manager (SAM) file on that computer. This includes hash values for the user accounts, the administrator account, and any other account that has been used to log on to other systems from that computer.

\(^1\)For instance, one useful paper is "Pass-the-hash attacks: Tools and Mitigation" from the SANS Institute.
What is a PtH attack?
In a PtH attack, an attacker gains access to a user’s local administrative hash and then tries to use the hashes compromised from that system to authenticate to other systems on the network, potentially gaining access to additional hashes along the way. The attacker then continues this lateral movement of compromising different systems within the network, gaining more hashes on each compromised system. The ultimate goal is to gain access to a privileged domain account that can be used to access critical servers and data.

How a PtH attack works
Several requirements must be met in order for a PtH attack to be successful. Fundamentally, a PtH attack relies on three main factors: the ability to gain administrative rights on the system storing the needed hashes, use of the same password on multiple systems, and administrative passwords that are rarely changed.

- **The ability to gain local administrative access** — An external attacker can gain local administrative access to a computer by exploiting a vulnerability on the system, by enticing a user into executing malicious code or through other techniques.
- **Common administrative passwords** — Using the same password for multiple administrative accounts is a common practice for two reasons. First, when systems are deployed in an enterprise network, a base image is created for both a workstation and a server, and that image is then used for every workstation or server that is deployed. As a result, all of the standard administrative accounts within the image — and their passwords — are propagated to every workstation or server deployed on the network. Second, changing the password for each device would introduce management complexities, including the challenges of maintaining a record of each different password in a secure place and enabling IT staff to access those passwords when needed.
- **Static passwords** — Because most organizations have a large number of both local and server administrative accounts and many people need access to them regularly, they often keep the administrative passwords the same, changing them only if someone in IT leaves the organization. And even in that case, they might change only the passwords for the servers and not those for each individual workstation.

Mitigating a PtH attack
There is no single action an organization can take to prevent a PtH attack. Both Microsoft and the NSA recommend the “Defense-in-Depth” approach — they advise organizations to restrict and protect local and domain administrative accounts through such techniques as creating unique local administrative passwords and implementing least-privileged access. In addition, they both recommend restricting inbound traffic and lateral movement on the network with firewall rules.

Dell Software solutions for mitigating risk
Dell Software solutions can help you implement the mitigations recommended by Microsoft and the NSA. This is achieved by restricting and protecting administrative tasks based on a two-pronged approach: implement a privilege safe with Privileged Password Manager, and implement least-privileged access and monitor use of privileged credentials using Privileged Session Manager.

Privileged Password Manager
Privileged Password Manager automates, controls and secures the entire process of granting privileged access.
In addition to logging keystrokes and specific commands, Privileged Session Manager enables managers to record and monitor all activity performed using privileged credentials. And playback of privileged access sessions helps organizations with both compliance and troubleshooting.

Conclusion
Pass-the-hash attacks continue to pose a serious risk for organizations. By gaining access to a user’s local administrative hash and moving through other systems throughout the network, an attacker can gain access to a privileged domain account and use it to access critical servers and data.

Privileged Password Manager and Privileged Session Manager can help your organization mitigate these risks by:

- Securing the process of granting privileged access
- Eliminating the need for hard-coded passwords in applications
- Enabling least-privileged access
- Ensuring accountability through forensics-ready recording and playback of privileged access sessions

Although pass-the-hash attacks have been around a long time, they are on the rise again. These Dell Software solutions can help your organization take the right steps to mitigate your risk.
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